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Keysight Technologies, Inc. 
Counterfeit Electronic Components Prevention Policy 

 
Our Commitment 

Keysight Technologies, Inc. is committed to prevent counterfeit electronic components from entering into our 
supply chain and has put forth rigorous measures to avoid the usage of counterfeit electronic components on our 
products.  

Our Process 

1. Procurement Control: Use only authentic electronic components (inclusive of discontinued components) 
procured from the Original Component Manufacturer (OCM) or from the OCM’s Authorized Supplier. The 
supplier’s authorization from the OCM shall be verified. 

2. Supplier Requirements:  

i. All suppliers: Inform suppliers of this policy and hold suppliers accountable for compliance.  

ii. Turnkey suppliers: When there is a need to  procure electronic components from non-authorized 
sources, the process requires a formal consent from Keysight, and whether customer consent is 
required shall be determined at that time. 

3. Authenticity Validation: The authenticity of electronic components purchased from the non-authorized 
source shall be verified in accordance with Keysight’s established test plan. A formal approval and test result 
affirming electronic components to be authentic are mandatory prior to use.                                

4. Disposition and Reporting of Suspected Counterfeit Materials: If suspected counterfeit materials are 
identified, Keysight must isolate and quarantine these materials, remove them from the supply chain, and 
make the necessary disclosures to the appropriate authorities.              

5. Traceability: Keysight’s product serialization enables electronic components assembled to be traced back to 
their origin.   

6. Training: Continually deploy training programs to maintain awareness on the risk of counterfeit for all 
Keysight employees involved.    

7. Counterfeit Awareness: Keep informed on current counterfeit information and trends, including detection 
and avoidance techniques contained in appropriate industry standards, and using such information and 
techniques for continuously upgrading internal processes.                  

8. Compliance: Audits are conducted on our adherence to the policy. 

This policy applies to all of Keysight’s manufacturing, service and repair areas except in the support of equipment beyond its 
stated support life and non-Keysight manufactured equipment. 
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